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Safe Harbor Disclaimer

This presentation may contain forward-looking information with respect to plans, 

projections, or future performance of Radwareand its subsidiaries, the occurrence of 

which involves certain risks and uncertainties, including, but not limited to, general 

business conditions, changes in product demand, product development, profitability and 

other risks detailed in Radware'sreports filed from time to time with the Securities and 

Exchange Commission, including Radware'sannual report on Form 20-F.  

Radwaredisclaims any duty to update such forward looking statements.
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Radware is the leading provider of 

holistic cyber security and application deliverysolutions 

ensuring optimal service levelfor applications

across enterprise and cloud data centers
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At A Glance

Founded 1997 / Public 1999    

Approx. 1,000 employees

FY15 Revenue : $217

3vΩ16 Revenue Guidance: $50M ς53M 

Offices worldwide: 30

Revenues

New Products ~ 60/ 70%    
Services ~30/ 40%

We ensure optimal service levelfor applications across data center and cloud 
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Service-Level Impacts Business Dramatically

Today more than ever, TIME IS MONEY
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* Source: Emulex Study, 2014 * Source: Gomez.com, Akamai.com, 2013 *Source: Tesco.com website 
performance EEG test, 2013



Designed from the grounds up to 

Ensure Application 
Service Level At All Times

Ensure Application Service-Level At All Times

Application Delivery Security

ManagementCloud Services
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Key Growth Drivers

Significant Growth Opportunities

Growth of

Cloud services
DC evolution
Å Virtualization
Å Cloud SDDC
Å Hybrid Cloud

Growth of

Cyberattacks
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Unique ADC Technology Strength

Prevent 
Outage

Optimize 
Normal 

Operation

Minimize 
Degradation

Virtual ADC (vADC)
Assures required application 

resources to guarantee service-level

FastViewWeb Accelerator
browser/device-specific website 

optimization. Runs web sites 40% faster.

Dynamic resource allocation to 
applications under high demand

Elastic vADC

For holistic service-level view and 
rapid root cause analysis

Unified Dashboard 

Part of  full attack 
mitigation architecture

Security

Rapid link failover based on 
full-path verification

Link Failover
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o SSL growth
o Strong integration 

with Security
o New Data Center 

build out


